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In light of the 11 September terrorist attacks both Congress and the White House are considering changes in Intelligence Oversight laws and regulations, but for now the current Oversight guidelines apply. This article briefly presents current Intelligence Oversight guidelines related to what role military intelligence can play to support a CONUS base or installation commander. 

Generally speaking, Marine Intelligence personnel may support commanders with foreign intelligence on non-U.S. persons, but not with intelligence on any U.S. persons. When foreign groups or persons threaten DoD personnel, resources or activities, intelligence/counterintelligence components may intentionally target, collect, retain and disseminate this information. 

Generally, Marine Intelligence personnel may not intentionally target, collect, retain, and disseminate information on U.S. persons. Information pertaining to U.S. persons posing a threat to DoD personnel, resources or activities, is criminal information and falls under the purview of law enforcement and security. 

Exceptions do exist which allow intelligence/ counterintelligence components to receive, retain, and disseminate information on U.S. persons. Even under these circumstances, military intelligence personnel are limited to the 13 categories of information laid out in Procedure 2 of DoD Regulation 5240.1-R. 

With the above said, this does not prohibit commanders from calling meetings or even the establishing "information fusion cells" where representatives from the intelligence, security, and law enforcement come together to share and synthesize information to support the commander's force protection mission. Such meetings should be headed by force protection, security, or law enforcement--not intelligence personnel. 

More detailed information on intelligence support relating to IN-CONUS force protection has recently been disseminated to all major commands and is available on the Director of Intelligence SIPRNET homepage. Further questions may be directed to Mr. John Carey, Office of the Inspector General, at DSN 224-1206, commercial (703)614-1206 ext. 164. 

  

