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     “We will set measures of effectiveness and conduct continual assessment in order to adjust our course. We have a way ahead, and now we need to Advance to Contact..” - Gen. Robert B. Neller, the 37th Commandant of the Marine Corps, FRAGO 01/2016:  Advance to Contact 







Farewell to Brigadier General Rick A. Uribe

 Uribe



[image: ]
Ladies and Gentlemen,

     My last day as the Inspector General of the Marine Corps (IGMC), was on 28 May 2016.  As I turn to my next assignment, I would like to thank all of you for the great work you do on behalf of the Secretary of the Navy and the Commandant of the Marine Corps.  

     You are working for the greater good of the men and women in our beloved Corps by providing oversight and ensuring efficiency. You are in the business of making positive change and requiring accountability.   I believe that the mission of the IG assures the American people that our Corps will be ready and equipped to meet any challenge and to "be the most ready when our nation is least ready."

     In reviewing the past year, I would note that we have actively pursued new approaches.  We have engaged the Department of Defense, Department of the Navy (DoN), and Marine Corps leadership, and we have looked for new ways to share the story of








 our work.  We have made great strides towards ensuring that Marine Corps combat readiness, institutional integrity, effectiveness, discipline, and credibility remains a part of our IG culture.  A tribute to all of you is that the quality and importance of our work continues to be recognized by the Commandant and other leaders across our Marine Corps.  It is deeply satisfying, knowing that because of the work you do we have made every effort to leave the IGMC fully resourced and positioned on a firm foundation for the future.

     I believe that the Marine Corps and our warfighters should be profoundly grateful to you for the work that you do.  It is not by chance that the Marine Corps is the most capable in the world.  This high level of efficiency and effectiveness is due, in no small part, to your efforts.

     I also want to further assure you about the future.  Upon my departure, Carl Shelton, Deputy IGMC will become the Acting Inspector General.  As most of you know, he has all the qualities to provide leadership to the inspector general community and has been my steadfast partner in working with you.  By end of this summer we will have a MajGen in the seat as the IGMC. Thank you all for your dedication to this great institution. 

Semper Fidelis,
[image: ]
BGen Rick A. Uribe
Highlights
Readiness Division                                      on page 3
Intelligence Oversight                                on page 5
Inspections Division                                   on page 7
Assistance and Invesitagions                    on page 9
Counsel's Corner                                         on page 9
IGMC Symposium                                      on page 10

 Based on the Commandant’s Guidance, Frago 01/2016 we are to continue to maintain the momentum we have gained over the past year.  

CMC near term efforts will include five areas vital to achieving future success: 

     1.  People

     2.  Readiness

     3.  Training/Simulation/Experimentation 

     4.  Integration with The Naval & Joint Force

     5.  Modernization & Technology

    In order to assist the Marine Corps with the task of assessing institutional readiness, CMC will expand readiness efforts across the Corps to reflect  a “culture of standards readiness,” encompassing the readiness of our Marines, Sailors, Civilians, Families, Equipment and Facilities.  It’s the intent of the IGMC to further assess institutional readiness through the lens of Inspector General “core” responsibilities: 



1. Inspections

2. Investigations

3. Intelligence Oversight 

4. Readiness assessments

5. Teach and train to standards

     
                                            [image: ]





Sergeant Major’s Perspective 

     FRAGO 01/2016: Advance to Contact. Our Commandant said: “Americans expect their Marine Corps to be most ready when the Nation is least ready. Readiness does not just happen. It is the result of a variety of actions: commitment by leadership, standards-based inspections, evaluated drills, and training exercise.” With that said, as members of the Inspector General, we continue to play a very critical role to ensure that our Corps is ready to fight and win tonight! So thank you for being a part of the team. 

    This past year with the IGMC has been pretty fast and furious. I had the privilege of visiting over 33 commands with our Inspections Division and had the honor of speaking to over 2,500 Marines and Sailors throughout the Marine Corps. I am happy to report that our Marines and Sailors are doing well and are staying highly motivated! However, we still have work to do. As Marines, we are always looking for ways to improve and be ready for whatever our adversaries throw at us.  Again, thank you for all that you do for our Nation and for our Corps. It is truly an honor to serve with you. I look forward to seeing everyone at the Symposium. 
[image: ]KEEP THEM MOTIVATED!  SEMPER FI,        SgtMaj Lanpolsaen.
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[bookmark: ReadinessDivison]Readiness DivisionInspector General of the
 Marine Corps
The mission of the Inspector General of the Marine Corps is to promote Marine Corps combat readiness, institutional integrity, effectiveness, discipline, and credibility through impartial and independent inspections, assessments, inquiries, investigations, teaching, and training.  This ensures maintenance of the highest levels of war fighting and mission capabilities throughout the Marine Corps.

The Readiness Division
The mission of the Readiness Division is to conduct short/no notice visits to selected commands to identify systemic issues impacting unit operational readiness and mission accomplishment. In conjunction with Headquarters U.S. Marine
Corps and other appropriate agencies, the Readiness Division analyzes the issues and determines the appropriate course of action necessary to remove or mitigate the identified constraints.

The Assistance and Investigation Division
To investigate or inquire into allegations of misconduct, impropriety, mismanagement, or violations of law, and to provide staff overview for all congressional or other special interest petitions for IGMC assistance, interest, or action.

The Inspections Division
The directive of the Inspections Division is to coordinate, conduct, and evaluate inspections of Active and Reserve forces and supporting establishment commands, units and activities, including operational forces assigned to the unified and specified commands.  Additionally, the Inspections Division Director will serve as principal advisor to the Inspector General of the Marine Corps on all inspection matters and hear request mast during inspections in accordance with MCO 1700.23F Request Mast.


The Intelligence Oversight Division
To ensure the effective implementation of Marine Corps-wide oversight of intelligence, counterintelligence, sensitive activities (to include USMC support to law enforcement agencies, special operations, and security matters), and Special Access Programs. To establish policy and ensure its legality, propriety, and regulatory compliance with appropriate Department of Defense/ Department of the Navy guidance.


     The mission of the Readiness Division is to identify, analyze, assess, and report systemic issues and policies impacting unit operational readiness and/or mission accomplishment.  As we move forward, the Readiness Division can, through a tailored/measured approach, provide the Commandant of the Marine Corps (CMC) and commands with feedback on readiness, trends, issues and areas of concern and recommend courses of action to correct noted deficiencies, as it pertains to traditional IG lines of operations and/or CMC special interest topics.  

     To this end, we are here to assist you with any issues you may have, to include clarification of policy or conducting an assessment of a systemic issue you have identified within your organization.  Feel free to contact us with any questions you may have.  Email: eduardo.abisellan@usmc.mil; Office: 703-604-4529.

A few topics of interest for your situational awareness:
    
Force Integration Policy

     A new requirement coming soon will be the assessment of the Marine Corps Force Integration Policy.   Per DoD memorandum, “The Secretary of each Military Department shall require his or her Inspector General to implement a compliance inspection program to assess whether the Services' occupational standards, both mental and physical, for selecting, training, and continuing personnel in each individual occupation, rating, specialty, together with their implementing methodologies, are in compliance with Public Laws 103-160, 113-66, and 113-291.   Such compliance inspections shall be conducted no less frequently than every three years, with the first such inspection to be conducted in Fiscal Year 2016."   IGMC will work with appropriate Headquarters Marine Corps proponent to complete the assessment and develop the inspection and compliance requirements.  

The 12th Annual Risk and Opportunity Assessment (ROA)

     We released the ROA data call in early 2016.   Our goal for this year is to complete the process by 30 September.  This also includes providing feedback to all commands on the status of their submissions.  Additionally, per your request we have aligned the ROA data call with the annual Manager’s Internal Control Program submission deadline.  Per SECNAVINST 5200.35E (DoN Mangers Internal Controls Program (MIC)) “Leadership can consider including risks identified through the DON ROA, as part of their internally-identified MIC
 risk assessment.  Risks from DON ROA, and the command or activity-identified risks can then be assessed to aid in identifying control deficiencies."
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      The ROA is a Secretary of the Navy (SECNAV) directed annual data call led by the Navy Inspector General in which Navy and Marine Corps echelon I and II (Marine Forces and Marine Expeditionary Forces) activities identify high-level vulnerabilities that represent significant challenges to senior leaders.  The purpose of the annual DoN ROA is to guide the development of the Annual Oversight Plan.  Both the Risk Assessment and Oversight Plan are reviewed and approved by the Oversight Planning Board, chaired by the Under Secretary.  

      Identified risks are vetted through the appropriate Headquarters Marine Corps proponent.  Items that cannot be resolved are placed on the SECNAV list and become the basis for the next fiscal year's Oversight Plan.  Even though all risks and opportunities submitted may not make the cut for submission to the SECNAV, unresolved risks and opportunities should be resubmitted.   Items that do not go to the SECNAV are addressed by the appropriate service headquarters staff section/program office.   In other words, if you did not get resolution on an issue, resubmit because this will ensure issues receive visibility by the appropriate HQMC agency.

     This past year we routed all submissions through the appropriate Headquarters Marine Corps agency for comment and provided the CIG’s with a response to every risk submitted as a feedback mechanism. 

Transition Readiness Program Assessment

     In accordance with the 35th Commandant’s guidance, the IGMC conducted a compliance review and assessment (post-policy changes and program maturation) of the Marine Corps’ TAP.

     The IGMC found no evidence of fraud, waste, abuse, or mismanagement.  The Marine Corps has effectively implemented all the requirements of the Veterans Opportunity to Work Act of 2011, the Department of Defense (DoD) Directive-type Memorandum 12-007, “Implementation of Mandatory Transition Assistance Program Participation for Eligible Service Members,” and the draft DoD Instruction 1332.35, “Transition Assistance Program (TAP) for Military Personnel.”

     This report fulfills FY-2013-16 DoN ROA oversight requirements and facilitates future compliance inspection(s) as direct by the draft DoDI 1332.35, “Transition Assistance Program for Military Personnel,” which requires inspection findings to be submitted bi-annually to the Under Secretary of Defense for Personnel and Readiness—once implemented.

Copies are available upon request.
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Training Opportunities

     For those new to the IG community several training opportunities are available.  The DoD Joint IG Course qualifies as mission-ready Joint Inspectors General helps develop core skills in inspections, investigations, assistance, as well as teaching and training.  This three-week resident course provides a challenging learning environment using lectures, group discussions, hands-on practical exercises, and comprehensive examinations. 

Learning Objective

      After completing this course, participants will have the basic working knowledge and skills to perform their duties, and meet the certification requirements of a Joint Inspector General. 

Who May Attend

     Priority is given to members who are currently in or pending assignment to inspector general organizations at Joint commands and Defense Agencies, including personnel assigned to the DoD Office of Inspector General (OIG).  With prior approval, DoD OIG students may attend certain topics from the course for professional development or other professional interest.  Inspectors General who serve in the military services are encouraged to attend on a space-available basis.  Each military service will determine the requirements for certification. 

Registration

1. Members who are assigned or pending assignment to a Joint command or who are from Defense Agency IG office may apply directly. 

2.  Personnel   must submit their names         through their Training Coordinator to JointIGRegistrar@dodig.mil no later than 14 calendar days before the class starts.   Do not wait, the class fills early and quickly.

*NOTE: Each student’s organization approves and funds all travel related expenses. Visit the DOD OIG website http://www.dodig.mil/programs/JIGP/course.html for more information. If you have any questions, please contact JointIGRegistrar@dodig.mil. 

2016 Course Schedule

-Aug 8-26, Oct 17- Nov 4
-Course Hours: 8:00 a.m. – 5:00 p.m., Monday – Friday 
-Method of Delivery: Instructor-led classroom training 
-Training Site: 4800 Mark Center Drive, Alexandria, VA 22350-1500

[bookmark: IntelligenceOversight]Intelligence Oversight

     Command Inspectors General (CIG) are required to inspect unit Intelligence Oversight Programs in accordance with their respective CIG Inspection Program guidelines. 

Intelligence Oversight Training soon to be Computer Based
                                                              
   The time for computer based training for Intelligence Oversight (IO) is about to arrive. Working with Training and Education Command, the Intelligence Oversight Division of the office of the Inspector General is collaborating to provide IO training in a CBT available on MARINENET. This will allow units to more easily track training within their commands and provide a more accessible training venue throughout the fleet. Estimated completion should be summer 2016.

     Inspection of oversight programs conducted during the Commanding Generals Inspection Program continues to be successful in most areas. Most units have displayed excellent programs that have minor discrepancies. Rolling out shortly will be a revised format and naming convention for the Intel Oversight checklist. Please keep an eye out for the updated announcement.

     There has been an increase in Questionable Intelligence Activities across the enterprise. Those CIG’s who are involved are more than aware of the challenges of inspecting in a compartmented environment. All CIG’s who have Intel units in their portfolio should maintain vigilance in their inspections of intelligence units with particular care of processes. This will help to mitigate future issues.  

     We also want to say farewell and following seas to Major Harold Henderson who supported the IO Division for the last 3 ½ years as he moves on to take a new reserve billet on the Joint Staff J-3. That being said, there is an opening in this office IMADET for a reserve LtCol, 5803.

     The news article below highlights the challenges that oversight bodies have to address with other Federal agencies, in particular this issue is information retention.

Time for a Rigorous National Debate about Surveillance

Rep. Mike Pompeo and David B. Rivkin Jr.

     America is in a long war against a resilient enemy capable of striking the homeland, but U.S. intelligence capabilities are falling short of meeting the threat. The San Bernardino attackers were not flagged, despite their repeated visits to jihadist websites, alarming posts on social media, and suspicious financial transactions. The Boston Marathon bombers evaded timely detection, as did the would-be shooters in Garland, Texas, who had exchanged dozens of messages with a known terrorist overseas.

     Paris and San Bernardino exemplify the two types of threats: overseas-trained terrorists, and online-radicalized lone wolves. Both exhibit distinctive behavioral and communications patterns that can be detected—but only if intelligence agencies have the right data and tools to analyze it.

     Yet Washington is blunting its surveillance powers. Collection of phone metadata under the Patriot Act was banned by Congress and finally ceased at the end of November. Collection of the contents of specific targets’ communications under the Foreign Intelligence Surveillance Act has been dumbed down, with onerous requirements to secure the authorizing court order. The intelligence community feels beleaguered and bereft of political support. What’s needed is a fundamental upgrade to America’s surveillance capabilities.

     Congress should pass a law re-establishing collection of all metadata, and combining it with publicly available financial and lifestyle information into a comprehensive, searchable database. Legal and bureaucratic impediments to surveillance should be removed. That includes Presidential Policy Directive-28, which bestows privacy rights on foreigners and imposes burdensome requirements to justify data collection.

      There has been much debate about whether providers of communications hardware and software in the U.S. should be obliged to give the government backdoor access. Such a mandate would do little good, since terrorists would simply switch to foreign or home-built encryption. New technologies can cloak messages in background noise, rendering them difficult to detect.

     Forcing terrorists into encrypted channels, however, impedes their operational effectiveness by constraining the amount of data they can send and complicating transmission protocols, a phenomenon known in military parlance as virtual attrition. Moreover, the use of strong encryption in personal communications may itself be a red flag.

     Still, the U.S. must recognize that encryption is bringing the golden age of technology-driven surveillance to a close, which necessitates robust human intelligence. Pursuing every lead on terrorist activity would require a substantial increase in FBI funding and personnel—perhaps double or triple the number of field agents capable of tracking suspects. The Paris attacks, whose perpetrators exchanged numerous unencrypted text messages, were a grim reminder that capable but overstretched security services cannot thwart every terrorist plot.

     Congress and the administration should also reassure the intelligence community by reiterating their full support for current surveillance programs. Revitalizing cooperation with foreign intelligence partners, which greatly decreased in the wake of Edward Snowden’s disclosures, is essential. This would require serious dialogue between world leaders and assurances that security has been tightened to prevent similar leaks.

      Enhanced congressional oversight—a true partnership between the executive and Congress—is needed. Each month the intelligence community should provide classified briefings to the House and Senate intelligence committees on how surveillance programs are working, what actionable information has been developed, and whether mistakes or abuses have occurred. These briefings should be recorded, and lawmakers should sign an acknowledgment of their attendance. This would bolster accountability and ensure that nobody suffers a memory lapse, such as Nancy Pelosi’s failure to remember that she was extensively briefed on the CIA’s enhanced-interrogation program.

     None of this can happen without a rigorous national debate about surveillance, launched by congressional hearings. A review of the post-9/11 surveillance successes and failures needs to be a prominent part of this discourse. Most disagreements on surveillance are about policy, not law: Reasonable warrantless searches are compatible with the Fourth Amendment. So are searches of data shared with third parties, such as social-media posts—a highly valuable surveillance window, since people undergoing radicalization are prone to showcase their zealotry online.

     In the wake of 9/11, surveillance reforms were adopted virtually overnight, with little discussion; they did not last. Hence the importance of building enduring public support. Surveillance should feature prominently in the 2016 presidential campaign, giving the next commander in chief a mandate and sense of obligation to implement reforms. Opposition to surveillance has been bipartisan, and the strategy for overcoming it must be bipartisan too.

Assertive efforts to defeat Islamic State will diminish, but not eliminate, the threat. Quick response by law enforcement is vital to limiting casualties and neutralizing attackers but cannot entirely prevent terrorism. Even the best 21st-century surveillance system won’t have a 100% success rate. But robust surveillance, drawing on a variety of technical and human intelligence and backed up by rigorous investigation of all leads, is the best way to mitigate the threat.
  
    SECNAVINST 5000.34E Revision Update 

    Purpose:

a. To establish policy and assign responsibility for the oversight and management of intelligence activities, intelligence-related activities, Special Access Programs (SAP) covert action activities, and sensitive activities within the DoN.  

b. To establish a system of oversight and management functions comprised of the DoN Intelligence Requirements Council (DIRC), the Senior Review Board (SRB), the Special Access Program Oversight Committee (SAOC), the Special Programs Review Group (SPRG), and the Sensitive Activities Review Group (SARG).

c. The latest draft update of the SECNAVINST will broaden the scope of oversight to further monitor Intelligence Related Activities than was covered in previous editions.

    Policy:  
	
     DoN oversight shall encompass not only a legal review for compliance with U.S. law, treaty, policy, directive and regulation, but also a broad review of intelligence activities, intelligence related activities, SAP, covert action activities, and sensitive activities which includes, but is not limited to, goals, objectives, and resources.

[bookmark: InspectionsDivision]Inspections Division

     In the 2015 IGMC Newsletter, the Inspections Division called for the enforcement of the IGMC orders and directives regarding Functional Area Checklists (FAC).  Over the last year, the Inspections Division coordinated with and trained the Functional Areas Sponsors (FAS) in updating and standardizing their Functional Area Checklists (FAC).  By enforcing better qualitative standards, the IGMC intends to better assist inspectors and commanders with internal assessment and by meaningful, accurate, and relevant inspections.
    
     To facilitate these improvements to the FAC, the IGMC resurrected annual FAS Training (FAST) on 8 December 2015 aboard Marine Corps base Quantico, VA.  This one-day event allowed FAS to interface directly with the IGMC Inspections Division, Administration Support Division, various Command Inspectors General (CIG), and augments inspectors from across the Corps.  The goal was to scope FAC compliance to the 5040 by reviewing, validating, and calibrating each checklist.  

     Updating and validating 120+ checklists was a huge endeavor and an enormous administrative burden for each FAS.  The FAS were responsible for content review, rewrite, and verifying each reference.  The IGMC subsequently reviewed and approved each question of every checklist.  The fruit of this combined labor was made public in late February 2016, when all the new checklists were published on the IGMC website.    

     We now need your help.  All CIGs, inspectors, and commands are encouraged to provide their constructive feedback directly to each FAS regarding their new checklists.  Please copy the IGMC Admin Division’s organizational mailbox, ORGMB_IGMC_ADMIN@USMC.MIL, with all significant matters.  This will help us to capture and address your concerns at the next annual FAST.  When reviewing the new FACs, please consider the following qualitative standards: 

1.  Are the questions and answers meaningful and relevant?  Do they address day to day activities of the program?  Do the all questions address matters of readiness or legal program requirements? 

2.  Do questions address a known and established standard(s)?  If questions cannot be mapped to a binding reference, they are inappropriate.  If the reference is vague, so will be the question and the answer…    

3.  Are the references legitimate directives (enforceable)?  Marine Corps Orders, Department of Defense, Naval Instructions, and federal laws are enforceable and legitimate.  Technical and training manuals are helpful but not unenforceable and should not be sole references for FAC questions.  

4.  Can the inspected command actually affect the desired outcome?  Commands must have the authority and resources to achieve the stated requirement.  

5.  Will the questions produce evidence?  The answer to each question must produce quantifiable and empirical results.  Commands should never have to guess what is expected.    

6.  Each question must produce a “tipping point”.  The questions should lead to a clear affirmative or negative response. 

7.  Can the answers be verified?  Answers should include presentation of directives, documents, or demonstrated skills/knowledge.  

In aggregate, questions should build to produce a FAC that will:

1. Outline the general elements needed for day-to-day operations.

2. Provide guidelines for internal evaluations.

3.  Provide standardized criteria for inspections.

4.  Produce sufficient evidence to compel an expert in the field to believe the program existed in the past, is effective now, and will be effective in the future.  

      The next annual FAST will follow our annual IGMC Symposium on 12 Aug 2016 from 0800-1200.  Functional Area Sponsors will again be tasked to review and improve their FACs.  The IGMC will provide final review and approval before publishing to the IGMC website for Corps wide use.  All FAC will be updated and published one time annually to reduce confusion.  Only FAC requiring interim legal changes will be updated off cycle.  The goal is to have all FAC updated and published by 1 January each year.  


[bookmark: Assistance]Assistance & Investigations Division

“IG 101 “Boot Camp”

     After a good recommendation from the fleet, A&I has developed an introductory course for IG personnel.  The "IG 101" course was designed for those brand-new to the IG Community who haven’t had an opportunity to attend the DoD IG Course or one of IGMC’ s Mobile Training Teams.  This short course (3-4 hours) will cover some of those overarching concepts and to provide initial actions required to do the job within the Command I’s span of cognizance.  Additionally it will serve as the catalyst to building rapport amongst IG personnel.  This course can be given on demand as the need exists.  Contact the Assistance and Investigations Division (LtCol Sutherland) to schedule a date.

Mobile Training Team Schedule

     IGMC will conduct three Mobile Training Team (MTT) evolutions this year.  The first one was at Marine Forces Reserve (MARFORRES) in New Orleans, LA from 15-18 March.  The training itself is no cost, but participants pay for travel.  IGMC welcomes any Service IG and DoDIG personnel to attend.  The format encourages free exchange of ideas and information; candid and open dialogue is encouraged.  This training is required in order to become or remain qualified as a member of the IG Program.

     The MTT consists of periods of instruction in all of the IGMC and Command Inspectors General (CIG) roles and responsibilities to include:  Concepts and Systems, Inspections, Intelligence Oversight, Readiness, Legal Review, and of course, Hotline related business of Assistance and Investigations (A&I).  IGMC has responded to suggestions and critiques from past MTTs by enhancing the complaint analysis training with a comprehensive practical application.  IGMC Counsel also provides mandatory Ethics training.

The West Coast MTT will take place 10-14 May 2016 at MCB Camp Pendleton, CA.  The East Coast MTT is scheduled for 19-22 July 2016 at MCB Camp Lejeune, NC.  In 2017 we will be in Okinawa, Japan.  If you have any questions, or wish to register to attend, please contact LtCol Sutherland, Deputy Director, A&I Division, IGMC at (703) 604-4515.

Hail & Farewell

     The current Hotline Manager is Major (Maj) Sean Keenan.  Maj Keenan is a North Carolina native and comes to us from Recruiting duty in Iowa, where he was the Commanding Officer of the Des Moines Military Entrance Processing Station.  He is prior enlisted and was commissioned 2001.  A graduate of Campbell University in North Carolina he currently attends law school part time at Catholic University, Columbus School of Law. His past Marine Corps duties include KC-130 Loadmaster, UH-1N Huey Pilot,  Adjutant, Legal Officer, and Company Commander.  An avid cyclist, he also enjoys hunting and NFL football.

     We also have two new joins serving as Hotline Investigators.  Captain (Capt) Cespedes was born in Lima, Peru and moved to the United States at the age of 14.  Like Maj Keenan, he too is prior enlisted.  He is a former US Air Force as a Vehicle Operator/Dispatcher who deployed once in support of OEF and twice in support of OIF.  He was an instructor at the Vehicle Operations Schoolhouse at Fort Leonard Wood, MO for 4 years.  He graduated from Columbia College and transitioned to the USMC Reserves after serving 10 years of Active Duty.  He is Air Defense Control Officer, but in the civilian world he is a Deputy U.S. Marshal assigned to the Superior Court in Washington, DC.  Capt Meyers hails from New York.  He is a Military Police Officer and his last duty station was at Marine Corps Air Station Miramar, CA.  Capt Meyers was deployed to OEF in 2014.  He enjoys motorcycles and reading.  This summer we say farewell to Capt James Cassidy.  While stationed at IGMC, Capt Cassidy completed his MBA at George Washington University.  He is resigning to pursue a career in finance in the private sector.  Lt Bevacqua was prompted to Capt on 1 April 2016.  She currently serve as BGen Uribe’s Aide in Iraq.     

[bookmark: Counsel]Counsel’s Corner
  
     It’s that time of the year again when we need to 
 remind ourselves of the political activities rules 
 governing federal employees.  So here we go: 

Authorities:

     DoD Directive 1344.10:  "Political Activities by Members of the Armed Forces"-should not engage in partisan politics. DoD Instruction 1334.01: Cannot wear the uniform to political events.  Hatch Act: Restricts partisan political activities of civilian DoD employees.  (Office of Special Counsel (OSC) website has reference materials)

Partisan Definition: 

     Any activity associated with the success of a political party, candidate for partisan political office, or partisan political group (includes fundraising via social media).

Common Themes for military and civilians

Employees and military members can never: 

     Engage in partisan political activity at work.  Solicit or coerce votes, or other political activity, from a subordinate.  Use government equipment, including email, for partisan political purposes.  Use government time for partisan political purposes. Solicit or accept a campaign contribution.  Use their government title in connection with partisan political purposes.  
 
Employees and military members may:

     Vote for the candidate of their choice.  Express political views outside of the workplace (note however that commissioned officers may not use contemptuous words prohibited by 10 U.S.C.  888 against the President, the Vice President, Congress, the Secretary of Defense, the Secretary of a military department, the Secretary of Homeland Security, or the Governor or legislature of any State, Commonwealth, or possession in which he is on duty).

     "There is nothing which I dread so much as a division of the republic into two great parties, each arranged under its leader, and concerting measures
in opposition to each other. This, in my humble apprehension, is to be dreaded as the greatest political evil under our Constitution." 
― John Adams, The Works Of John Adams, Second President Of The United States

     The 2016 IGMC Symposium will be held 9-12 August in Quantico, VA (travel days: 8 and 12 August.  The objective of the symposium is to conduct a professional teach-and-train curriculum for Command Inspectors General around the Corps to enhance our professional IG skill-sets, exchange best practices, and extend our professional networks.    This year we will include a function area checklist sponsor training (FAST) to review and update all functional area checklists, this will occur on 12 August from 0800-1200.  Your participation is encouraged and welcomed.[bookmark: Symposium]2016 IGMC Symposium
9-12 August Quantico, VA


     The symposium will provide critical briefs and guidance on duties that demand the technical proficiency of Command Inspectors General.  The desired end state is a culture of accountability among Command Inspectors General within the realm of Inspections, Readiness, Assistance & Investigations, and Intelligence Oversight.  Lodging is available at the Crossroads Inn, MCB Quantico at (703) 630-4444 or (800) 965-9511.  On-base lodging is directed.  Fifty rooms are reserved under the group code: Inspector General Marine Corps Symposium.  Once the fifty rooms are booked, any additionally lodging will be off base.  Secure a statement of non-availability prior to booking out in town.  Please contact the Crossroads Inn NLT 17 July to confirm your reservation.
     If you have any agenda items you would like to address for improving the symposium please let us know.  Symposium POC:  Chief Warrant Acosta at miguel.a.acosta@usmc.mil.
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