SLDCADA Overtime Authorization

This information is intended to provide an overview and supplement the information in the Software Users Manual.

SLDCDA Overtime Authorization provides the ability for you to replace your paper-based overtime request and authorization process with an on-line SLDCADA process. 

The remainder of this document will present a typical Overtime Request/Authorization/Usage scenario and then present some specific rules. It will end with a listing of the steps that need to be done to implement SLDCADA Overtime Authorization at your site.

Typical Overtime Request/Authorization/Usage scenario

A person needs to work some overtime. They use the SLDCADA Overtime Request Screen to request the overtime. Once a week, SLDCADA will send an email to the requestor’s supervisor listing all the pending Overtime Requests. The supervisor dispositions (approves or denies) the request. Once dispositioned, an immediate email is generated by SLDCADA and sent back to the requestor. When the person posts the actual overtime hours, SLDCADA ensures that the overtime is authorized and reduces the remaining amount on the authorization. Near the end of the pay period, when time is generated/extended for the pay period, any unauthorized overtime is dropped.
Rules:

1. Overtime Authorization is also required for compensatory time.
2. Overtime Authorization can be turned on or off at the UIC level. Within a UIC you can turn it on or off specifically for civilians or military or contractors or any combination of the three.
3. Unauthorized overtime may be entered into SLDCADA until the time is generated/extended either on-line or in batch. After that, you can not save or certify time with unauthorized overtime. SLDCADA will inform the user of, and there are reports detailing, unauthorized overtime.
4. When SLDCADA generates time (the “running of cbxtens”), SLDCADA will drop all unauthorized overtime. The dropped overtime is detailed on a report.

5. Overtime for Prior Pay corrections must always be pre-authorized.

6. If unauthorized overtime is posted to T&A and subsequently authorized, the authorization will be decremented upon the next save or certification of the T&A. A batch job is also ran to do the same thing just before unauthorized overtime is dropped.
7. SLDCADA never assumes that overtime was worked, even if it is authorized. The actual overtime hours must be posted manually to SLDCADA.

8. If you remove authorized overtime from T&A, the hours will be “put back” on the authorization.

Implementation

1. Figure out who (civilian, military, contractor) requires overtime authorization. Configure the UIC (on the Employing Activity Profile Screen) accordingly. 
2. Determine who can request overtime and who can authorize overtime. Modify menu security to make the respective Overtime Request and Overtime Authorization Screens available. 

3. Consider if there are any access rights changes needed. If a person is going to authorize overtime, they must have access to the people they need to authorize overtime for. 
4. Consider if, how often, and when, Pending Overtime Request Reminder Emails should be sent to the supervisor. Generally, they are sent once a week or on the day  before SLDCADA generates time for the pay period. The batch schedule must be modified to implement these emails. Emails are sent to the active Primary and Alternate Supervisors as designated on the Supervisor Assignment Screen. Note that you may need to reconsider your access rights approach if you are not using Supervisor Assignment based access rights. You do not have to use the email reminders; there is a report that identifies pending Overtime Requests that the supervisor can run instead of, or in addition to, the email reminders and people can always notify the supervisor themselves. Naturally, you must have email addresses loaded into SLDCADA for SLDCADA to be able to email people.
5. Train your people. Make sure that they understand that unauthorized overtime can be posted, but will be dropped if not subsequently authorized. Make sure the supervisors understand the importance of authorizing overtime in a timely manner and that they are aware of the emails they will get and of the overtime reports available to them. 
6. Have the batch schedule modified to include any periodic emails and to include the program that drops unauthorized overtime (ran along with your existing final cbxtens).
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